**Способы родительского контроля**

**1. Установка антивирусных программ**

Есть два основных пути обеспечения родительского контроля: данная услуга может быть обеспечена антивирусными программами, либо специально созданными под эту задачу утилитами (программами).

Среди антивирусных программ:

[Kaspersky Internet Security 2012 и Kaspersky CRYSTAL](http://www.kaspersky.ru/rod_control?&campaign=kl_direct_rodk&thru=referer1%3Dkl_direct%26referer2%3Dkl_direct_rodk),

[Panda Internet Security](http://www.viruslab.ru/products/home/)
[Avira Premium Security Suite](https://www.avira.com/ru/for-home)

[Dr.Web Security Space](http://products.drweb.com/home/?lng=ru)

[Microsoft Windows Live Family Safety](http://explore.live.com/windows-live-family-safety)

И другие.

Приведем пример нескольких [утилит](http://www.ixbt.com/soft/parentalcontrol.shtml#1) и программ, выполняющих функции родительского контроля:

Crawler Parental Control 1.1

KidsControl 2.02

ParentalControl Bar 5.22

Spector Pro 6.0

[КиберМама](http://www.cybermama.ru/)

[KinderGate](http://www.kindergate.ru/product)

[ОдинДома](http://odindoma.org/faq/)

На сайтах разработчиков содержатся и руководства по настройке данных продуктов. С видеоруководствами по настройке родительского контроля можно ознакомиться также на <http://www.youtube.com>/

[KinderGate - обзор интернет фильтра для детей](http://www.youtube.com/watch?v=ojWmRJFs10Y)

[Mipko Time Sheriff](http://www.youtube.com/watch?v=4JYv6v7ISZQ)

[ChildWebGuardian - обзор интернет фильтра для детей](http://www.youtube.com/watch?v=amzbIolIvyw)

[Контент-фильтр NetPolice в действии](http://www.youtube.com/watch?v=EN_z-pHCF08)

[Kidgid - обзор интернет фильтра для детей](http://www.youtube.com/watch?v=x5MZczKU5bA)

[Dr.Web Бастион Pro](http://www.youtube.com/watch?v=KEEsjsAEVtA)

[InternetCensor](http://www.youtube.com/watch?v=HKQ0B3QvQv0)

[Родительский контроль в Panda Internet Security 2010](http://www.youtube.com/watch?v=aMeqmgL-x1I)

[Родительский контроль в Windows Vista](http://www.youtube.com/watch?v=0FVcqErbx9M)

[Родительский контроль в Windows 7](http://www.youtube.com/watch?v=uV-ydYfJCBc)

* **По вопросам информационной безопасности и безопасного использования сети Интернет вами и вашим ребенком можно обратиться на следующие сайты:**
* Вопросы безопасности ребенка в сети, защита NetPolice <http://content-filtering.ru/Eduandinet/>
* Вопросы обеспечения информационной безопасности от компании Microsoft [http://www.microsoft.com/rus/protect/default.mspx#](http://www.microsoft.com/rus/protect/default.mspx).
* Вопросы безопасности - сайт от компании Semantec <http://www.symantec.com/ru/ru/norton/clubsymantec/library/article.jsp?aid=cs_teach_kids>.
* **Лига безопасного Интернета** <http://www.ligainternet.ru/roditelskii-kontrol-tekhnicheskie-resheniya>
* **Один дома.**  Четкий и надежный детский интернет-фильтр. Детский портал с включенным каталогом рекомендованных детских Интернет-ресурсов. Специальный портал для родителей. Консультации психологов. <http://odindoma.org/>
* **Ребенок в сети**. Сайт от компании Panda <http://www.detionline.ru/>.
* Специальный портал, созданный по вопросам безопасного использования сети Интернет. Безопасный Интернет <http://www.saferinternet.ru/>. Документы, материалы и мн. другое.
* **«Антивирусная школа»** <http://av-school.ru>. Данный портал создан с целью информирования интересующихся пользователей о возможностях использования персонального компьютера в повседневных делах и учебном процессе, формирования понимания роли информационных технологий, получения новых знаний и навыков для работы с компьютером, общения и обмена опытом между участниками. Этот портал создан специалистами «Лаборатории Касперского».
* **Форум «VirusInfo»** <http://virusinfo.info/forum.php?referrerid=775> здесь также можно получит ответы и помощь в решении проблем информационной безопасности.
* **Сайт «Безопасность в Интернет**» который создан специально для детей, родителей и учителей, на котором можно найти много интересной информации и советов <http://www.e-teaching.ru/SiteCollectionDocuments/pil/inet_safety/html/etusivu.htm>
* <http://www.nachalka.com> -  сайт для людей от 6-и лет и старше, имеющих отношение к начальной школе. Для детей это безопасная площадка, где можно узнавать что-то интересное, создавать что-то новое, играть в умные игры, общаться со сверстниками, участвовать в проектах и конкурсах. "Пока мы спорим "пущать" или "не пущать" учеников начальной школы в Интернет - они уже здесь. Мы снова опоздали. Очевидно, что сейчас невозможно гарантировать стопроцентную защиту детей от нежелательного контакта. Никакие фильтры никогда такой гарантии не дадут. Но мы можем формировать у ребят навык "безопасного" поведения в Интернете. Как?"  Этому и не только посвящен раздел сайта  "Безопасность детей в Интернет"  <http://www.nachalka.com/bezopasnost>.
* Международный онлайн - конкурс по безопасному использованию <http://interneshka.net/parents/index.phtml>
* Азбука безопасности для детей и подростков <http://azbez.com/safety/internet>
* От компании Microsoft: книга "Безопасность детей в Интернет" <http://www.ifap.ru/library/book099.pdf> .
* Всероссийский Интернет-урок информатики «Безопасность детей в Интернете». Это проект Компании Microsoft совместно с АПКиППРО <http://www.e-teaching.ru/history/Pages/i-yrok.aspx>.
* Эксперты предлагают родителям рекомендации для обеспечения безопасности детей <http://school-sector.relarn.ru/wps/?p=1758>
* Интерактивная игра «Джунгли Интернета» <http://school-sector.relarn.ru/wps/?p=1706> Игра предназначена для детей в возрасте от 7 до 10 лет и по заказу совета Европы «Строим Европу для детей и вместе с детьми». <http://www.wildwebwoods.org/popup.php?lang=ru> .
* Детский сайт ТВИДИ. Правила безопасности в сети Интернет. Безопасный поиск, общение <http://www.tvidi.ru/ch/main/safe.aspx>
* Детский поисковик AGAKIDS  <http://www.agakids.ru/#section_main> Визуальная поисковая система детских сайтов "AGAKIDS" создана в помощь детям для поиска детских ресурсов на просторах Интернета.
* <http://www.gogul.tv/> Детский браузер.
* <http://www.moskids.ru/> Детский портал для детей города Москвы. Очень яркий и интересный для детей, родителей и учителей портал

СОВЕТЫ ПО УПРАВЛЕНИЮ БЕЗОПАСНОСТЬЮ ДЕТЕЙ 10 – 13 ЛЕТ ПРИ ПОЛЬЗОВАНИИ ИНТЕРНЕТОМ.

* Старайтесь держать компьютеры с подключением к Интернету в общих комнатах, в которых можно легко осуществлять визуальный контроль над тем, что делает ваш ребенок в Интернете. Преступнику гораздо труднее завязать отношения, если экран компьютера хорошо вами просматривается.
* Убедитесь в том, что ваш ребенок знает и выполняет правила поведения для детей более раннего возраста, если он только начинает пользоваться Интернетом.
* Создайте ребенку собственную учетную запись с ограниченными правами, чтобы он не мог заниматься чем-то посторонним без вашего ведома.
* Создайте при участии подростков и поддерживайте соблюдение [списка домашних правил при работе в Интернете](#правила). Следует указать список сайтов, запрещенных для посещения, часы нахождения в Сети и руководство по общению в Интернете (в том числе и в чатах).
* Используйте средства фильтрования нежелательного материала (наподобие MSN Premium’s Parental Controls) как дополнение, но не замену к родительскому контролю. Используйте фильтры электронной почты для блокирования сообщений от конкретных людей или содержащих определенные слова или фразы.
* Настаивайте, чтобы дети никогда не соглашались на личные встречи с друзьями по Интернету без вашего присутствия.
* Требуйте от детей никогда не выдавать личную информацию, в том числе фамилию, имя, домашний адрес, номера телефонов, название школы, адрес электронной почты, фамилии друзей или родственников, свои имена в программах мгновенного обмена сообщениями, возраст или дату рождения, по электронной почте, в чатах, системах мгновенного обмена сообщениями, регистрационных формах, личных профилях и при регистрации на конкурсы в Интернете.
* Требуйте от детей не загружать из Интернета программы без вашего разрешения. Кроме того, объясните детям, что, делая файлы общими или загружая из Интернета тексты, фотографии или рисунки, они могут нарушать чьи-то авторские права.
* Приучите детей сообщать вам, если что-либо или кто-либо в Сети тревожит или угрожает им. Оставайтесь спокойными и напомните детям, что они в безопасности, поскольку рассказали вам о новых угрозах. Похвалите их и побуждайте подойти еще раз, если случай повторится.
* Настаивайте на том, чтобы дети предоставили вам доступ к своей электронной почте, чтобы вы могли убедиться, что они не общаются с незнакомцами. Контроль лучше всего осуществлять ненавязчиво, уважая личное достоинство и право ребенка на самостоятельность.
* Расскажите детям об ответственном, достойном поведении в Интернете.
* Ребята ни в коем случае не должны использовать Сеть для хулиганства, распространения сплетен или угроз другим людям.
* Беседуйте с детьми об их друзьях в Интернете и о том, чем они занимаются так, как если бы речь шла о друзьях в реальной жизни.
* Расскажите детям о порнографии в интернете и направьте их на хорошие сайты о здоровье и половой жизни.